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[bookmark: _Toc338756098][bookmark: _Toc338855143][bookmark: _Toc351021228]Overview
The 2008 ANES Time Series Study included the following question asked of all respondents during the post-election interviews:
“As you know, on September 11th 2001, a group of terrorists took control of several U.S. commercial airplanes and crashed them into the World Trade Center in New York and the Pentagon in Washington. What do you think the terrorists were trying to accomplish by their actions?”
In this report, we first provide a brief history of this question in the ANES Studies and then describe how we designed, implemented, and evaluated a coding framework for the 2008 question. 

[bookmark: _Toc338756099][bookmark: _Toc351021229]The Terrorist Question in Previous ANES Studies
	In 2004, ANES Panel Study survey respondents were asked an open-ended question (which we refer to in this document as TER) about the terrorists’ reasons for the September 11, 2001 attacks.  The ANES did not release respondents’ answers to this question to the public, nor did ANES code respondents’ answers and publically release the coded data.  
The TER question was asked again during post-election interviews of the ANES 2008 Time Series Study respondents, a nationally representative sample of 2,102 voting-age U.S. residents.  Interviewers transcribed respondents’ answers, and such answers were codable for 2,100 of the respondents.[footnoteRef:1]  This memo described the procedure that was used to develop and implement a coding procedure for the 2008 data. [1:  Two transcriptions were left blank by field interviewers.   ] 

[bookmark: _Toc351021230]Best Practices for Coding Answers to the Terrorists Questions
In the past, ANES has assigned numeric codes to open-ended responses collected during interviews, and only the codes were released to the general public, not the interviewers’ transcripts of the verbal answers that respondents actually gave.  Translating verbal responses of this kind into numeric codes is a common practice in survey research. An advantage of numeric codes is that they are easier to use in statistical analysis than are  verbal utterances.  However, the value of numeric codes depends on the extent to which the numeric codes accurately reflect the underlying words. 
To provide the user community with coded data whose meaning could be well understood, we sought to apply best practices during all of the stages of assigning numerical codes to TER question responses.  These stages included the development of a theoretically-defensible coding framework that human coders could implement, the development of instructions by which human coders use this framework to assign specific codes to each response, using multiple independent coders to document important properties of the coding process, and public disclosure of all of our procedures and results.  
In recent years, social scientists have paid increased attention to developing and implementing such practices.  Collectively, the work of these individuals reveals properties of the coding process that can increase the credibility and reliability of coded open-ended data. These properties, many of which were identified by DeBell (2013), include:  
1) Development of codes applied to open-ended answers
a) A substantive rationale is articulated for the construct validity of the code categories.  
b) Code categories are mutually exclusive and collectively exhaustive.
2) Development of instructions by which the codes are applied.
a) Coders follow specific and comprehensive rules for assigning code categories to open-ended data.
b) Coding rules are tested to assess inter-coder reliability with subsets of data prior to being fully implemented.  
c) High inter-coder reliability suggests that the instructions are effective, that coders are following them consistently, and that full coding should proceed.
d) Low reliability suggests the instructions are not effective and should be modified, or that coders are not following the instructions correctly and should be retrained or replaced.  Disagreements among coders should be investigated to diagnose reasons for low reliability.
3) Independent coding by multiple coders
a) Coding is performed by coders working with records of the open-ended responses, rather than on the fly by interviewers during the interview.
b) Two or more coders assign code categories to all open-ended data.
c) All coders work independently, and do not discuss their coding work with each other.
d) Any coder question is directed to a single individual who generates an answer that is distributed simultaneously to all coders.
e) After all coders have independently coded all open-ended data, coding disagreements are identified and returned to the original independent coders for resolution.  The original independent coders explain reasons for their original coding with each other, and collaborate to converge on a single coding which both coders agree is accurate.
4) Public disclosure of all procedures and results
a) The logic underlying, and procedures used to create, code categories are publically disclosed.  
b) Coding rules used during independent coding are documented and publicly disclosed.  
c) Inter-coder reliability of full independent coding is measured and publically disclosed.
d) Source data (open-ended responses) are publicly disclosed.
The first step of implementing this with procedure with the TER question involved developing a set of codes (i.e. the code frame) that was built from a clearly-stated theoretical rationale.  To do so, we began by looking at how Berinsky, Kinder, and Suhay (2006) developed and applied a code frame to TER responses from the 2004 Panel Study.  Building on what they had done, we proposed a revised set of codes and asked a panel of scholars to review and comment on the proposal.  We used the panel’s comments to revise the code frame. From this process, we produced a set of mutually exclusive and collectively exhaustive codes that we believed could be consistently applied to TER data by human coders.
	The second step was to develop instructions telling coders how to assign these codes to TER data.  Two independent coders applied the proposed codes to randomly selected subsets of TER data.  This initial coding attempt allowed us to identify and address problems with the coding instructions, the proposed set of codes, and the work carried out by the independent coders.  The goal of this exercise was to maximize the inter-coder reliability that would be observed when later coding of all TER responses.
It is important to note that our instructions specified not just what codes to apply to an answer, but also the order in which coders should apply these categories when responses had multiple codable elements. To label two coders’ efforts as identical, we required that they apply the same codes to such responses in the same order. When coders applied different codes to an answer or applied the same codes in different orders, we considered their responses as disagreeing.  
[bookmark: _GoBack]	Our budget allowed us to plan on running up to three rounds of sample coding to refine the coding instructions.  We decided in advance that if 85% of sample answers received the same codes in the same order from two coders, we would stop the coding development process and conclude that little would be gained from additional refinement.  This threshold is not drawn from a well-established theory regarding the TER question. At the time that we adopted this threshold, we did not know if it was possible to achieve with any set of instructions. Given that TER responses had not been previously coded, we drew this threshold from our experience with similar questions and treated the 85% agreement rate as suggesting that the instructions were ready for full-scale coding of all answers, making additional trial rounds unnecessary. 
	The next step in the coding process was assignment of all TER responses to code categories.  Two coders assigned codes independently – without communicating with one another. We monitored agreement levels during the independent coding process; we had decided in advance that if agreement fell 10 or more percentage points below the rate observed in the final testing round, we would stop the full coding process, investigate reasons for disagreements, and attempt to correct suspected problems. Once the coding was completed, we identified all answers to which the two coders did not assign the same codes in the same order.  The coders discussed each of the answer and jointly settled on a final set of codes for the answer that they felt was accurate.  These processes are fully documented.    
[bookmark: _Toc351021231]Computing Inter-coder Reliability
The code frame we developed included 28 categories, so the coders made 28 classification decisions for each answer.  That is, each coder made a yes/no decision about the appropriateness of each code category for each answer.  Each response was assigned all code categories that matched at least some portion of the answer, in the order in which each concept was mentioned.    
We computed multiple measures of inter-coder reliability of the full independent coding.  One measure is the percent of all answers to which the independent coders applied the same codes in the same order before negotiation.  A second measure is the percent of answers to which the independent coders applied the same codes at least once, regardless of order.  
These two statistics offer conservative assessments of the reliability of the TER coding.  Imagine that one coder assigned 10 codes to each TER answer, while another coder assigned 9 codes.  The percent agreement statistic would treat this instance as one in which the coders disagreed.  If the 9 codes assigned by the second coder were 9 of the 10 assigned to that answer by the first coder, then the two coders largely agreed with one another about this answer.  Thus, the item-level percent agreement might understate agreement between coders.
To address this potential problem, we also report statistics computed at the level of the individual coding category.  Specifically, based on Lombard’s (2008) review of 39 inter-coder reliability indices and his recommendation, we report Krippendorff’s alpha (Krippendorff, 1970) for each of the 28 codes in the code frame.  That is, we report the extent to which the independent coders made the same decision about the applicability of each individual code category to each answer, taking into account the possibility that observed inter-coder agreement was due to chance alone.  
Finally, we report a new measure of inter-coder reliability that we developed, based on the logic of Krippendorff’s alpha.  Krippendorff’s alpha is designed for application to instances in which coders a make single coding decisions about each item.  To be suitable to instances in which coders can assign multiple codes to a single answer, we computed our new statistic, which we call alpha prime (denoted α').  The general form of Krippendorff’s alpha is:

where Do is the observed disagreements and De is the disagreements expected when coding is due to chance.  For nominal data coded by two independent observers with no missing data, Krippendorff’s alpha may also be expressed as: 

where Ao is the percent of observed matches and Ae is the percent of matches expected by chance.  The computation form of this equation is:

in which n is the total number of codes applied.  For nominal data coded by two independent observers with no missing data, and each item assigned a single code, n is twice the number of items.  This is because each item is coded twice, once by the first coder and then again by the second.  The c subscript identifies individual codes, and nc indicates the number of times an individual code was applied. If coder A applied code c to 5 items and coder B applied that same code to 7 items, nc for that item is 12.  The term occ identifies the total number of times a code was applied by one coder that was the same as the code applied by another coder.  If coder A applied code c to 5 items, and coder B applied code c to 4 of those same items plus 3 others, occ for that code is 8.  
	We computed α' by modifying the computational form of Krippendorff’s alpha as follows:

in which k is the total number of codes applied to all items.  Given that each coder could apply multiple codes to each answer, the upper limit of k is a function of the number of items coded, the number of coders, and the number of codes (i.e. UL=items × coders × codes).  For the TER data, the upper limit of k is 2,100 (items) × 2 (coders) × 28 (codes), or 117,600.  The actual value of k depends on how many codes each coder applies to the items.  If coder A applies a total of 6,300 codes across all items (i.e. an average of 3.0 codes per item) and coder B applies 7,350 codes to those same items (i.e. an average of 3.5 codes per item), the total number of codes applied is 13,650 (i.e. 6,300 + 7,350).  The term kc indicates the total number of times code c was applied by the two coders, while the term occ the total number of times that one coder applied a code that was the same as a code applied by the other coder.
	The more commonly used inter-coder reliability statistics are a function of observed agreement between or among coders, the agreement that would be expected by chance alone, and perfect agreement.  The values represent observed agreement as a ratio of the difference between chance agreement and perfect agreement, with 1.00 indicating perfect agreement and 0.00 indicating a chance level.  When two coders independently assign a single code to each response, the reliability statistic indicates a proportion of the responses to which coders assigned the same code beyond the proportion you would expect by chance.
	Although α' is built on the same conceptual framework as the more commonly used inter-coder reliability statistics, interpreting α' is slightly different.  Given that α' is computed from multiple codes applied to responses, α' does not indicate a proportion of responses to which coders assigned the same code.  Rather, α' indicates a proportion of all codes assigned to responses about which the two independent coders where in agreement beyond the agreement expected by chance.  This means α' is based on agreement at the level of an individual coding decision, rather than agreement at the level of an entire response. 
[bookmark: _Toc351021232]Development of the 2008 Codes for the Terrorists Question 
	Our first step in developing a coding procedure for the TER responses was to examine the procedure that had been developed for the question in 2004 by Berinsky, Kinder, and Suhay (2006).  According to their report, they developed an initial set of codes based on their review of 5% of respondents’ answers.  They then added codes that represented a priori themes of interest to this initial set.  Berinsky et al.’s (2006) final code frame included 152 codes, each of which fell in one of 10 general content areas.  Two of the authors applied this code frame to 40 responses, and their procedure allowed for a single code to be applied to each discrete idea within an overall response.  This means an overall response with multiple ideas could be assigned multiple codes, making computation of a single common inter-coder reliability statistic inappropriate.  They addressed this by computing a reliability statistic for each of the 10 general content areas, and reported kappa statistics in the “substantial” to “almost perfect” ranges for each of these areas.[footnoteRef:2]  However, we concluded that the fine distinctions inherent among Berinsky et al.’s (2006) coding categories were likely to be challenging for coders who were not trained in political psychology, so we set out to develop a new set of codes.  [2:  Landis and Koch (1977) suggest kappa statistics from .61 to .80 reflect “substantial” inter-coder reliability, while statistics from .81 to 1.00 indicate “almost perfect” reliability”.] 

	Our procedure to do so was similar to that described by Berinsky, Kinder, and Suhay (2006).  We began by reviewing all interviewer transcripts of the TER responses to identify common themes.  Based on that review, we proposed a set of 28 codes.  We added two “other” categories for answers that could not be assigned to one of the 29 categories, and three categories for different types of non-substantive answers.
	Next, we solicited feedback about the proposed code frame from scholars familiar with research on perceptions of terrorism.  The scholars included Adam Berinsky (Massachusetts Institute of Technology), Chris Gelpi (Duke University), Gina Sapiro (Boston University), and Mike Tomz (Stanford University).   Based on the scholar feedback, we eliminated some proposed codes and modified others.  This resulted in a code frame with 23 specific codes, two “other” codes, and three codes for non-substantive answers (see Appendix A).
[bookmark: _Toc351021233][bookmark: _Toc339967213]Developing the Instructions by Which Coding Decisions Were Made
	During the process of evaluating the instructions, two coders received 100 randomly selected answers to the TER question.   The coders were not permitted to ask other coders or supervisors to clarify the instructions or coding procedure.  When the coders were uncertain about an instruction, they could submit a “coder question form” to ANES staff describing their uncertainty (see Appendix B).  After receiving a question form, the authors of this report added a paraphrased version of each coder question, and our response, to a Frequently Asked Question (FAQ) section of the coding instructions.  The updated coding instructions were then distributed to all coders to assure that they had access to identical information. This process allowed us to document the reasons for changes to instructions rather than having coders develop their own adjustments to written instructions – a practice that would impair future efforts to replicate coding decisions.
	We had originally planned to implement up to three iterations of instructions testing, but we ended up doing four iterations. We chose three iterations as an initial cap for budgetary reasons. After each iteration, we investigated reasons for disagreements between the coders.  We then revised the instructions accordingly and randomly selected 100 new TER answers for the next round of testing.  Two new coders then applied the revised instructions to the new sample of responses.  
	Inter-coder agreement did not meet the 85% standard that we sought to apply (see Table 1).  The coders assigned the exact same codes in the exact same order to 50% of the answers coded during the first iteration.  The revised instructions used during the second iteration generated somewhat better results (63%).  However, the results from the third iteration (58%) and fourth iteration (54%) did not indicate better agreement between independent coders.  Having exhausted the number of iterations available for developing TER coding, we made final revisions and proceeded with full coding of all answers.  
	The coders usually agreed with one another about the number of codes that should be applied to an answer.  Specifically, the two coders applied the same number of codes to 88% of the answers during the first iteration, 86% of answers during the second iteration, 84% of answers during the third iteration, and 78% of answers during the final iteration. Thus, the sources of disagreement was in the application of codes, not disagreements about how to divide each answer into codable chunks.
[bookmark: _Toc351021234]Full Coding of the 2008 TER Data
[bookmark: _Toc338756115][bookmark: _Toc338756265][bookmark: _Toc338854828][bookmark: _Toc338756116][bookmark: _Toc338756266][bookmark: _Toc338854829]	Human coding.  Two trained professional coders worked independently to code all interviewer transcriptions of respondents’ answers using the final instructions (see Appendix C). After the two coders completed independent coding of all answers, we reviewed the results to identify all answers to which the coders applied a different code.  We returned all coding results identified as different to the two coders, who then worked together to resolve all discrepancies (see Appendix D for the instructions).  During discrepancy resolution, the two coders first explained the reasons underlying their independent coding decisions.  Through discussion, the two coders then settled on a code to assign to the answer that they both agreed was accurate.  The final coding results released to the ANES user community are based on these decisions.
[bookmark: _Toc338756120][bookmark: _Toc338756270][bookmark: _Toc338854833]	Inter-coder reliability.  We used the independent coding results (i.e., the coding results produced prior to disagreement resolution) to determine how well the final instructions generated reliable coding results.  The percent of answers to which the independent coders assigned the exact same code in the exact same order was similar to the agreement rate we observed during the second iteration of instruction development (64.57%).  The percent of answers to which the two coders assigned the same code at least once, regardless of the order in which the codes were applied, was similar (67.90%).  These percentages are comparable to the highest rates of agreement at the item level observed during instruction development.
	Given 2,100 responses and 28 codes, each coder made 58,800 individual decisions when coding the TER data.  The independent coders made identical decisions in 57,541 of the 58,800 cases (97.86%), and made different decisions for 1,259 of the cases (2.14%).  This indicates the two coders made comparable decisions about the individual codes overwhelmingly often.
	The 97.86% agreement primarily reflects a huge number of instances in which both coders said that an individual code did not apply to an answer.  Of the 58,800 coding decisions made by each coder, they agreed 54,071 times (91.96%) that individual codes did not apply.  α' adjusts for expected levels of agreement by chance alone considering the frequency of use of each category.  The α' from independent coding of all TER data was .83, indicating substantial agreement between the coders on the applicability of individual codes to responses.  
	We also computed the percent of answers for which the two coders agreed about the applicability of the individual codes and Krippenforff’s alpha for each code (see Table 2).  Because the distributions of yes/no decisions for an individual code influences alpha (Gwet, 2002), we also report the frequencies with which each coder made a “yes” decision for each code.[footnoteRef:3]  Krippendorff’s alpha for 13 of the 28 codes (46%) exceeded .80, a level described as “almost perfect” by Landis and Koch (1977).[footnoteRef:4]  Alphas for another eight codes fell between .60 and .80, a level described as “substantial.”  These statistics indicate acceptable levels of inter-coder reliability for 75% of the coding categories. [3:  Chance agreement is high when coders make “yes” decisions to most answers, or to very few answers.  High chance agreement attenuates inter-coder reliability statistics.  When both coders make a “yes” decision for all items, chance agreement is 100% and Krippendorff’s alpha will be .00.  Similarly, “no” decisions for all items will produce alpha=.00.  For our data. a maximum alpha is possible when the number of “yes” decisions is the same as the number of “no” decisions for both coders.]  [4:  Landis and Koch (1977) offered their descriptions for Cohen’s kappa measures of inter-coder reliability (Cohen, 1960).  However, Krippendorff’s alpha and Cohen’s kappa are nearly identical when computed from nominal data coded by two independent coders.  Thus, we believe the descriptions offered by Landis and Koch (1977) also apply the code level alphas reported here.] 

	These statistics also allow some insights into the codes about which coders often disagreed.  Given the relation between code frequencies and alpha, problem codes are indicated by low alpha statistics despite relatively large frequencies.  We defined low alphas as less than .60 and high frequencies as greater than 5% for the purpose of identifying codes with low reliability.  Only the “Other comment about the terrorists or attacks” code met these criteria.  This code was applied to 10.48% of the answers by one coder and to 8.86% of answers by the other, and alpha for this code was .49.  Thus, the two coders often disagreed about which substantive elements within answers did not fit one of the 23 specific codes.  This suggests that, at least with respect to the 23 specific codes in the code frame, the independent coders were quite reliable in their decisions.
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[bookmark: _Toc351021236]Table 1
Inter-Coder Agreement Rates for Each Iteration of Developing Coding Instruction for Answers to the 2008 ANES Terrorist Question.
	
	
	Inter-coder agreement

	Iteration
	Number of randomly selected answers coded
	Percent of answers coded identically by two coders
	Percent of answers assigned the same number of codes by two coders

	First
	100
	50.00%
	88.00%

	Second
	100
	63.00%
	86.00%

	Third
	100
	58.00%
	84.00%

	Fourth
	100
	54.00%
	78.00%


[bookmark: _Toc351021237]
Table 2
Code Frequencies and Inter-Coder Agreement Rates for the 2008 ANES TER codes.
	
	Code frequency
	Inter-coder
	Krippendorff’s

	TER code
	Coder 1
	Coder 2
	Agreement
	alpha

	Cause fear 
	21.10%
	21.95%
	98.48%
	.95

	Cause pain 
	2.24%
	4.67%
	97.38%
	.61

	Cause chaos
	2.33%
	4.62%
	96.76%
	.52

	Kill people
	11.48%
	11.71%
	98.90%
	.95

	Prove that the United States is weak
	28.62%
	26.81%
	92.67%
	.82

	Start a war with the United States
	3.76%
	4.14%
	98.95%
	.86

	Destroy the United States
	13.14%
	12.52%
	92.33%
	.66

	Destroy democracy
	.52%
	.52%
	99.62%
	.63

	Destroy Western civilization
	2.71%
	2.33%
	98.67%
	.73

	Destroy the United States’ economy
	7.76%
	8.14%
	99.43%
	.96

	Destroy the United States government
	5.10%
	5.00%
	98.48%
	.84

	The United States in the Middle East
	5.48%
	6.10%
	97.95%
	.81

	Get even with the United States – Other reason
	5.05%
	4.48%
	98.38%
	.82

	Destroy the twin towers
	.95%
	1.10%
	99.48%
	.74

	Destroy a symbol of the United States
	.29%
	.52%
	99.76%
	.70

	Kill George Bush
	1.19%
	1.19%
	99.62%
	.84

	They are crazy
	1.29%
	1.48%
	99.33%
	.76

	They are jealous
	.38%
	1.05%
	99.33%
	.53

	They hate 
	7.00%
	9.05%
	97.48%
	.83

	They want to be noticed
	11.90%
	11.86%
	95.76%
	.80

	The US government made them do it
	.52%
	.29%
	99.29%
	.11

	The Muslim religion made them do it
	4.38%
	3.86%
	99.00%
	.87

	bin Laden made them do it
	.00%
	.00%
	100.00%
	.00

	Other comments about the terrorists or attacks
	8.86%
	10.48%
	91.14%
	.49

	Other comment 
	2.52%
	1.90%
	97.38%
	.40

	Don’t know
	11.57%
	12.29%
	99.00%
	.95

	Refused
	29.48%
	28.67%
	98.81%
	.97

	Respondent-Other
	.52%
	3.57%
	96.67%
	.17


[bookmark: _Toc351021238]Appendix A
Code Frame Used for Coding Answers to the 2008 TER Question
	Code Category
	Code Label
	Code description

	Effects on people
	Cause fear 
	Cause fear, make people scared, scare people

	
	Cause pain 
	Cause pain, cause hurt, hurt people

	
	Cause chaos
	Cause chaos, cause dissension among people, make people argue, disrupt people’s lives

	
	Kill people
	Kill, kill people

	Effects on the United States
	Prove that the United States is weak
	US is weak, US is vulnerable, US not strong, US can be defeated, US can be hurt, the terrorists are strong, terrorists are not weak, terrorists are big, terrorists can hurt the US

	
	Start a war with the United States
	Start a war with the US, Get the US involved in a war

	
	Destroy the United States
	Destroy, hurt, ruin, damage, take over, or invade the US

	
	Destroy democracy
	Destroy, hurt, ruin, or damage democracy

	
	Destroy Western civilization
	Destroy, hurt, ruin, or damage Western civilization, our way of life, our culture, our society

	
	Destroy the United States’ economy
	Destroy, hurt, ruin, or damage the US economy or financial system

	
	Destroy the United States government
	Destroy, hurt, ruin, or damage the US government

	
	The United States in the Middle East
	Revenge for the US in the Middle East (or Israel, Iraq, Iran), Make the US leave the Middle East, US support for Israel,  

	
	Get even with the United States – Other reason
	Get even, pay back, revenge

	Specific Targets
	Destroy the twin towers
	Destroy the World Trade Center, the twin towers, or buildings

	
	Destroy a symbol of the United States
	Destroy symbols or things that represent the US

	
	Kill George Bush
	Kill Bush, kill the president

	Terrorist Attributes
	They are crazy
	They are crazy, insane, nuts, wacko

	
	They are jealous
	They are jealous or envious of other people, other religions, non-Muslims, the US, Western civilization, our way of life, democracy

	
	They hate 
	They hate other people, other religions, non-Muslims, the US, Western civilization, our way of life, democracy

	
	They want to be noticed
	They want to be noticed, get noticed, make people notice them, be praised, get esteem, get prestige

	External Causes
	The US government made them do it
	Bush, the US, or our government made them do it

	
	The Muslim religion made them do it
	Their religion or the Muslim religion made them do it, they are religious fanatic, they wanted to go to heaven, they wanted get seven virgins

	
	bin Laden made them do it
	bin Laden made them do it

	Other
	Other comments about the terrorists or attacks
	Other ideas about the terrorists, attacks, bin Laden, or al Qaida that does not fit codes 1-23

	
	Other comment 
	Any mention of something other than the terrorists or the attack and that is not about the respondent

	Non-substantive
	Don’t know
	I don’t know , Don’t know, DK, I’m unsure, I’m not sure, Unsure, You got me, I can’t remember, I have no clue, No clue, I have no idea, No idea, No guess

	
	Refused
	I refuse to answer, I refuse, Refuse, RF, REF,  Next question, Pass, No

	
	Respondent-Other
	A comment about the respondent that cannot be coded as Don’t know or Refuse





[bookmark: _Toc351021239]Appendix B
Coder Question Form
Part 1 – To be completed by the coder

Coder name or ID _______________________

Which transcripts you are coding?  _________________________________

What is the Case ID of the transcript about which you are asking?  __________________

What is your question?  (provide as much detail as possible)  






Part 2 – To be completed by a Language Logic Supervisor or Project Manager

Supervisor name or ID __________________________

Date Received _____/_____/__________

Part 3 – To be completed by the Client

Date Received: ____________________ 

Answer:  
  







Date Answered: ____________________ 



[bookmark: _Toc351021240]Appendix C
Final Coding Instructions
Overview
Your task will be to code answers that survey respondents gave to a question during an interview.  The question was:
As you know, on September 11th 2001, a group of Terrorists took control of several U.S. commercial airplanes and crashed them into the World Trade Center in New York and the Pentagon in Washington. What do you think the Terrorists were trying to accomplish by their actions?
This question was asked during conversations between interviewers and survey respondents that took place in the respondents’ homes.  Each interviewer read the question aloud and typed the respondents’ answers into a laptop computer.  You will be coding the things people said when they answered the question.
Your task is to assign a code to each idea/topic in an answer.  An answer may have multiples codes applied given the number of ideas within each answer.  These instructions explain how to decide which code you should assign to each idea.
	IF YOU EVER HAVE A QUESTION ABOUT WHAT YOU SHOULD DO, FILL OUT A “QUESTION FORM” AND GIVE IT TO YOUR SUPERVISOR.  Your supervisor will get an answer to your question and pass it along to you.

Interpreting Mistakes in the Answers
	Some of the answers you read will contain misspelled words, or may contain phrases that do not have clear meanings.  When you find a misspelled word, you should take your best guess at what the respondent probably said.  When you find a phrase that is not completely clear, you should take your best guess about what the respondent was trying to say.  

Coding Instructions
Assign a code for each idea in a response even if it is repeated within the response (for this project, Ascribe will allow you to apply the same code to an answer more than once).  List the codes you assign in the order in which the ideas appear in an answer.  The codes you can assign to an idea are listed in the table at the end of these instructions. Next to each code is a description of the ideas that should be coded in the code.  Your task is to decide which ONE code best fits each idea based on these descriptions.  DO NOT CREATE ANY NEW codes that are not on the table at the end of these instructions.
Try to identify as many ideas in an answer as possible.  Any single word, phrase, sentence, or group of sentences that could be an idea should be treated as if it is an idea.  Here are some tips to help you identify different ideas in an answer:
1. Answers with the word “and” will almost always have more than one idea.  Here is an example, “panic and chaos”.  Even though “panic” and “chaos” are similar, you should treat the two as separate ideas.
2. Answers with the word “or” will almost always have more than one idea.  Here is an example, “destroy America or the United States”.  “America” and “United States” seem the same, but you should treat the two as separate ideas.
3. Ideas with comparisons should be coded as one idea.  Here is an example, “They hated America more than they loved life”.  The answer compares “hate America” to “Love life”. You must decide which of the two ideas the respondent thought a reason for the terrorists’ attacks was.  In this case, the respondent said “They hate America more than”.  This means you should code the “hate America” part of the comparison and NOT the “love life” part.
4. Ideas with a cause and effect have a special coding rule.   Here is an example of a cause and effect idea, “They killed people in order to cause fear”.  In this example, “They killed people” is the cause and “fear” is the effect.  Whenever a respondent said that the terrorists did one thing to cause some other effect, you should assign the best-fitting code to the effect, and code 25 Other comment to the cause. In the preceding example, “cause fear” is the effect and should be assigned code 1 Cause fear.  “They killed people” is the cause and should be assigned code 25 Other comment, NOT code 4 Kill people.
5. Any statement a respondent makes about himself or herself that does not mention the terrorists, the terrorists’ attacks, or someone or something other than the respondent should be treated as a separate idea.  With the exception described in #6 (below), the final three codes are for these types of ideas.  These ideas may refer to what the respondent is thinking or feeling while answering the question. Many statements that include the word “I” or “me” are these kinds of ideas.  Some statements without “I” or “me” are also these kinds of ideas.  A respondent might say “This is frustrating” or "This is hard", which are ideas about how the respondent felt while answering the question.  
6. If a statement a respondent makes about himself or herself is followed by an idea about the terrorists, the terrorists’ attacks, or someone or something other than the respondent, DO NOT assign one of the last three codes to the idea.  For example, an answer might include the statement “I guess they wanted to scare us”.  “I guess” is an idea about the respondent, but “they wanted to scare us” is an idea about the terrorists.  This means the entire idea “I guess they wanted to scare us” should be assigned one of the first 25 codes.   PLEASE PAY VERY CLOSE ATTENTION to these types of statements. It is important not to overlook them.
	There are 28 codes in the table.  The first 24 codes are for ideas in which a respondent mentions something about the terrorists or the terrorists’ attacks.  ONLY use the 24th code for an idea about the terrorists or the terrorists’ attacks that DOES NOT fit any of the first 23 codes.  The 25th code is for any idea that is NOT about the terrorists, the terrorists’ attacks, or the respondent.   The last three codes (Don’t know, Refuse, and Respondent-Other) are for responses in which a respondent said “I don’t know”, “I’m not going to answer”, or any other comment a respondent made about himself or herself.  
Many answers include the word “No”.  If the word “No” makes up an idea by itself, the idea should be assigned the code “Refuse”.  If the word “No” is used with “guess”, “clue”, or “idea”, the idea should be assigned the code “Don’t know”.


Below are a set of responses broken down by idea and explanations of how you should code each idea.
Example answer #1: To cause fear in the United States
Idea #1 To cause fear in the United States
The code that matches this idea the best is 1 Cause fear.  The description for code 1 includes “cause fear”.  Assign code 1 Cause fear to this idea.
Example answer #2: They are insane, now you can't even take fingernl clippers on a plane, they hate us 
Idea #1 They are insane
This idea is about the terrorists, which means you assign one of the first 24 codes.  The code that comes closest is 17 They are crazy.  The description for code 17 They are crazy includes “insane”.  The first idea should be coded as They are crazy.
Idea #2 now you can't even take fingernl clippers on a plane
This idea is about something that happened after the terrorists’ attacks.  It is not about the terrorists, the terrorists’ attacks, or the respondent.   The only code for ideas that are not about the terrorists, the terrorists’ attacks, or the respondent is 25 Other comment.  This idea should be assigned code other comment.
Idea #3 they hate us 
This idea is about the terrorists, which means you assign one of the first 24 codes.  The code that comes closest is 19 They hate.  The description for code 19 They hate does not include “hate us”, but it does include “hate the US” and “hate our way of life”.  This means that code 19 They hate is the closest fit to this idea.
Example answer #3: dk//dk//hurt us//no
Idea #1: dk
The code that matches this idea the best is 26.  The abbreviation “dk” stands for “don’t know”, and the description for code 26 includes the dk abbreviation.  
Idea #2: dk
You should also assign code 26 to the second “dk” in the answer. 
Idea #3: Hurt us
The code that matches this idea the best is 2 Cause pain.  The description for code 2 includes “hurt people”, so you should assign code 2 Cause pain to this idea. 
Idea #4: No
If the word “No” appears at the end of an answer and makes up an idea by itself, the idea should be assigned code 27 Refused.  




Terrorists’ Attacks Codes
	Net
	
	Code
	Code description

	Effects on people
	1
	Cause fear 
	Cause fear, make people scared, scare people

	
	2
	Cause pain 
	Cause pain, cause hurt, hurt people

	
	3
	Cause chaos
	Cause chaos, cause dissension among people, make people argue, disrupt people’s lives

	
	4
	Kill people
	Kill, kill people

	Effects on the United States
	5
	Prove that the United States is weak
	US is weak, US is vulnerable, US not strong, US can be defeated, US can be hurt, the terrorists are strong, terrorists are not weak, terrorists are big, terrorists can hurt the US

	
	6
	Start a war with the United States
	Start a war with the US, Get the US involved in a war

	
	7
	Destroy the United States
	Destroy, hurt, ruin, damage, take over, or invade the US

	
	8
	Destroy democracy
	Destroy, hurt, ruin, or damage democracy

	
	9
	Destroy Western civilization
	Destroy, hurt, ruin, or damage Western civilization, our way of life, our culture, our society

	
	10
	Destroy the United States’ economy
	Destroy, hurt, ruin, or damage the US economy or financial system

	
	11
	Destroy the United States government
	Destroy, hurt, ruin, or damage the US government

	
	12
	The United States in the Middle East
	Revenge for the US in the Middle East (or Israel, Iraq, Iran), Make the US leave the Middle East, US support for Israel,  

	
	13
	Get even with the United States – Other reason
	Get even, pay back, revenge

	Specific Targets
	14
	Destroy the twin towers
	Destroy the World Trade Center, the twin towers, or buildings

	
	15
	Destroy a symbol of the United States
	Destroy symbols or things that represent the US

	
	16
	Kill George Bush
	Kill Bush, kill the president

	Terrorist Profile
	17
	They are crazy
	They are crazy, insane, nuts, wacko

	
	18
	They are jealous
	They are jealous or envious of other people, other religions, non-Muslims, the US, Western civilization, our way of life, democracy

	
	19
	They hate 
	They hate other people, other religions, non-Muslims, the US, Western civilization, our way of life, democracy

	
	20
	They want to be noticed
	They want to be noticed, get noticed, make people notice them, be praised, get esteem, get prestige
NOTE:  Use one of codes 5-13 if an idea mentions showing, warning, or proving something

	Someone/something made them do it
	21
	The US government made them do it
	Bush, the US, or our government made them do it

	
	22
	The Muslim religion made them do it
	Their religion or the Muslim religion made them do it, they are religious fanatic, they wanted to go to heaven, they wanted get seven virgins

	
	23
	bin Laden made them do it
	bin Laden made them do it

	Other
	24
	Other comments about the terrorists or attacks
	Other ideas about the terrorists, attacks, bin Laden, or al Qaida that does not fit codes 1-23

	
	25
	Other comment 
	Any mention of something other than the terrorists or the attack and that is not about the respondent

	Respondent
	26
	Don’t know
	I don’t know , Don’t know, DK, I’m unsure, I’m not sure, Unsure, You got me, I can’t remember, I have no clue, No clue, I have no idea, No idea, No guess

	
	27
	Refused
	I refuse to answer, I refuse, Refuse, RF, REF,  Next question, Pass, No

	
	28
	Respondent-Other
	A comment about the respondent that cannot be coded as Don’t know or Refuse





FAQs

1. Question:  If I am unsure which of two or more codes should be applied to an answer, can I ask someone else to help me decide?
Answer: Unfortunately no.  You task as a coder is to decide which code fits an idea the best.  Questions about how to divide an answer into ideas, or what the code definitions mean, are things that can be answered by using the Coder Question Form.  If you think two or more codes could fit the same idea, use your judgment to decide which code you think fits the best.
2. Question:  How should I code the phrase “anything else” if that phrase makes up an entire idea.
Answer:  The phrase “anything else” is an interviewer prompt.  Do not code this phrase.
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Instructions for Coding Reconciliation
During a previous task you coded answers to the following question:
As you know, on September 11th 2001, a group of Terrorists took control of several U.S. commercial airplanes and crashed them into the World Trade Center in New York and the Pentagon in Washington. What do you think the Terrorists were trying to accomplish by their actions?
We have compared the codes you assigned to each answer to the codes assigned by another person.  We found that the codes you assigned to an answer were the same as the codes assigned by another person most of the time.  However, sometimes you and the other person assigned different codes.
Your task now is to “reconcile” the codes you assigned with the codes assigned by the other person.  “Reconciling” means combining the two sets of codes into a “best” set of codes for each answer.  You will need to talk with the other person who coded the answers in order to reconcile the two sets of codes.  
Your task is to read each answer that you coded differently than the other coder, and discuss how you coded the answer with the other person.  After each of you have discussed how you coded an answer, you should decide on a set of codes that you and the other person both agree is accurate.
A set of codes that you and the other person both agree is accurate DOES NOT have to be one of your original sets of codes.  The reconciled coding may have some codes from your set of codes and some codes from the other person’s.  You might also decide that the reconciled codes should have something that is not in either of your original sets of codes.  Whatever you decide, you and the other person MUST BOTH AGREE that the reconciled set of codes is accurate.
